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—>  OVERVIBW <

Currently there isn’t any SoK in FHE+PIR.

The litature is very sparse on the
imﬁlementations, costs and theory used.
Therejore causing constant rereading

and rework by reviewing
@ implementations. 0 Y
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EXISTING WORIK

These are the main works that
jocus in FHE-based PIR. They may
vary in a few details:

* Amount of servers

¢ Stateful or Stateless

® Efficiency

¢ Computation
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These are the current
implementations we
wish to underline and

their implementation

base. g 2

L

Protocol

SealPIR

XPIR

OnionPIR

SHECS-PIR

SPIRAL

ChalametPIR

FrodoPIR
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A @0

helps existing D
research, identifies , and highlights
jor investigation.
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—> WORK I PROGRESS <—

In this work we aim to approach the Oﬁ?

existing schemes that implements PIR
protocols using , with security being
derived from or
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